Steps to Connect to VPN

Follow these steps before making a VPN connection every time
Right-Click the
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"U" red icon on
the task bar
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ﬂ McAfee Endpoint Security last eliminated a threat on 2/27/2019.
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Full Scan | Scan Now
Perform a thorough check of all areas of your system. (Recommended i you

suspect your computer is infected.) The last full scan on your system
(3/20/2019% 10:07 AM) completed in 7 minutes.

Quick Scan Scan Now

Run a quick check of the areas of your system most susceptible to infection.
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Before logging in to
VPN, open Outlook
client from your
desktop. Make sure
all folders are up to
date. Stay logged in
to Outlook to retrieve
all updated emails
after successfully
logging in to VPN.

Using IE, go to
https://vpn.dc.gov e
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